Информация

На сегодняшний день можно выделить несколько наиболее распространённых способов дистанционных хищений:

1.Звонок от имени сотрудника правоохранительных органов либо от родственника, который находится в полиции и дальнейшее пояснение о том, что близкий человек совершил преступление или ДТП со смертельным исходом и необходима крупная сумма денежных средств, чтобы избежать ответственности.

2. Звонок от имени сотрудника банка или сотрудника правоохранительных органов, пояснение о том, что с Вашей банковской карты происходит попытка списания денежных средств, либо на Ваше имя пытаются оформить кредит злоумышленники.

3. Инвестирование денежных средств на различных платформах в крупные и известные финансовые корпорации, например, такие как «Газпром», «Тинькофф» и другие.

4. Перевод предоплаты за приобретение товара в сети Интернет на различных площадках, таких как «Яндекс Маркет», «Авито», «Юла», «Дром» и других.

5. Продажа товара в сети Интернет и переход по присылаемой «ссылке» для получения денежных средств заранее, на банковскую карту.

6. Поступление сообщения от родственников или знакомых в социальных сетях «Одноклассники», «Вконтакте» и других с просьбой занять денежные средства.